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Abstract 
 

5G (5th generation mobile networks or 5th generation wireless systems) is the next major phase of mobile telecommunications standards 

beyond the current 4G LTE (Long-Term Evolution) standards. 5G technology needs to be specified, developed, and deployed by a varie-

ty of industry players including network equipment vendors, network operators, semiconductor vendors, and device manufacturers. The 

scope of 5G will range from mobile phones to next-generation automobiles. Device to Device (D2D) Communication is regarded as a 

promising technology in 5G to provide low power, high data rate and low latency. Introducing D2D poses many challenges and risks to 

the longstanding cellular architecture, which is centred on the base station. 
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1. Introduction 

Device-to-device (D2D) communication technology for fifth gen-

eration (5G) mobile networks is one in which user equipment 

(UE) can communicate directly with other UEs with limited asso-

ciation of the network infrastructure like mobile access points or 

base stations. At present we have low level D2D techniques such 

as Bluetooth and WiFi Direct. These can only be used for short 

range transmission since they operate at low frequency license-

exempt bands. For the implementation of Device to Device com-

munication foreseen for 5G networks, there is a need for a funda-

mental change in the design structure. 

 

Looking at its architecture, the D2D communication system is 

very alike to Mobile Ad-hoc networks (MANETs) and Cognitive 

Radio Network (CRN). A MANET is a group of wireless mobile 

hosts which form a temporary network without any help of a cen-

tralized administration or standard support services [2]. Its appli-

cations are military communications, emergency situations and 

meetings. Cognitive radio is an intelligent, adaptive radio and 

network technology that automatically detects wireless channels in 

a wireless spectrum and instantly moves to them while avoiding 

occupied ones. Both of these are generally multi hop networks. 

2. Current Scenario 

In the present 4G or LTE (Long Term Evolution) scenario, we can 

see that there is one cellular base station, or evolved Node-B 

(eNB) which controls all the cellular devices. With Device-to-

Device Communication, we aim to connect more devices to the  

 

system hence extending the network to areas where it is difficult 

to set up base stations. This will allow us to allocate more re-

sources without much tradeoff in network speeds.  

4G systems use a frequency band of 2-8GHz. 5G is proposed to 

use a frequency band of 15 GHz. This means that transmission 

will be faster but it will have a shorter range. 

 
Fig. 1.  Traditional Cellular vs. D2D 

3. D2D Modes and Resource Blocks 

Different modes of D2D provide good throughput. Information is 

usually transferred in form of resource blocks. The different 

modes are: 

• Silent Mode: When the resources that are available are not 

enough for spectrum reuse, the devices cannot communicate 

and remain silent.  

 

• Reuse Mode: D2D devices transmit data be reusing the spec-

trum of other cellular users. The reuse of spectrum can either 

be in downlink or uplink mode. 
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• Dedicated Mode: The cellular network dedicates a portion of 

its spectrum for D2D transmission only. Hence the devices 

can transmit information without much interference from other 

users. 

 

• Cellular Mode: The D2D devices communicate in the same 

way as traditional cellular communication through an eNB.  

Most of these information is sent as a cluster of resource blocks. A 

resource block is the smallest unit of resources. One block typical-

ly is made up of resource elements. How much information is 

transmitted by these elements depends on the modulation scheme 

used. For example, a resource element with QPSK modulation has 

a capacity of 2 bit. If it uses 16QAM scheme then it can occupy 4 

bits.  

 
Fig. 2.  Resource Block 

4. Outline for device to device communication 

In the architecture perspective, D2D communication networks 

observed to be similar to Mobile Ad-hoc Networks (MANETs) 

and also Cognitive Radio Network (CRN). Mobile Ad-hoc net-

work is a collection of wireless mobile hosts forming a temporary 

network without the aid of any centralized administration or 

standard support services. They are mostly used in emergency 

situations, military communications and meetings. Cognitive radio 

is an adaptive, intelligent radio and network technology that can 

automatically detect wireless channels in a wireless spectrum and 

instantly move to them while avoiding occupied ones. These both 

are generally multi hop networks.      D2D communication can be 

divided into two parts:  

• In-band D2D: In this category, the communication takes place 

in the licensed spectrum. There is a belief that interference in 

the unlicensed band is hard to manage. 

• Out-band D2D: Unlike in-band, this category works in unli-

censed spectrum. This category requires an extra interface and 

generally uses the existing technologies like Zigbee, Wi-Fi 

and Bluetooth.  

Device to device communication can be either base station con-

trolled or device controlled. Therefore, in the device tier, device to 

device communication is classified into four types:  

• Device relaying with operator controlled link establishment 

(DR-OC): If there is a device in a poor coverage area or on the 

cell edge, it is capable of communicating with the BS by re-

laying its information through other devices. Operator com-

municates with the relay devices for the link establishment. 

Higher QoS and more battery power can be achieved through 

this. The architecture is shown in Fig 3. 

• Direct device to device communication with operator con-

trolled link establishment (DC-OC): The devices exchange the 

data with each other directly even without the help of base sta-

tion or the relays. The devices take the help of operator for the 

establishment of control links. The architecture is shown in the 

Fig 4. 

 

 
Fig. 3.  Device relaying with operator controlled link 

 

 
Fig. 4.  Direct communication between devices with operator controlled 
link establishment 

 

• Device relaying with device controlled link establishment 

(DR-DC): The operator is not involved in the process of 

communication. The devices coordinate the communication 

between each other using the relays. The architecture is shown 

in the Fig 4  

• Device to device communication with device controlled link 

establishment (DC-DC): Devices communicate with each oth-

er without the help of operator. Resource allocation and inter-

ference management are controlled by the devices itself. The 

architecture is shown in the Fig. 5. 

 

 
Fig. 5.  Device relaying with device controlled link establishment 
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Fig. 6.  Direct device to device communication device controlled link 

establishment. 
 

The device to device communication has more advantages than 

the existing cellular networks. Some of the benefits are: 

 

• Single hop communication: The devices will be able to com-

municate with each other through a single hop. Since the de-

vices communicate directly with each other, latency is re-

duced. Lesser resources are used resulting in efficient utiliza-

tion of the spectrum.  

 

• Optimization of Power Levels: Since the device to device 

communication depends on the proximity and takes place in 

lower distance, the transmission power is less. This enhances 

the battery life of the devices and also efficient usage of ener-

gy   

 

• Enhanced Coverage Area: As discussed, using the relays can 

support communication over greater ranges and thereby im-

proving the overall coverage area. 

5. Features of D2D  

Few of the key features of device to device communication which 

help in achieving the required target are listed below: 

5.1 Millimeter wave 

Providing connectivity in the dense node deployment scenarios 

has signified the need for spectrum management. Millimeter wave 

spectrum band (30–300 GHz) is being considered as a viable op-

tion for future 5G D2D [3]. This technology provides gains in 

terms of low interference and high data rates. Standardization is 

required due to the frequency rand of unlicensed millimetre band. 

We can only reap its benefits if the networks could be leveraged, 

design issues are identified and standard specifications are deter-

mined. The range of millimeter wave in the electro-magnetic spec-

trum is considered to be from 10 millimeters to 1 millimeter. It 

can be observed that millimeter waves are longer than infrared 

waves and x-rays, but shorter than the radio waves and micro-

waves. The frequency range of millimeter wave in electro-

magnetic spectrum corresponds to 30GHz to 300GHz. Millimeter 

wave range is also referred to as Extremely high frequency (EHF) 

range. More bandwidth is available in the millimetre wave and 

hence higher data rates are achieved.  

 

 

 

 

5.2 Cooperative Communication 

Cooperative communication is one of the fastest growing areas of 

research, and it is likely to be a key enabling technology for effi-

cient spectrum use in future. When the devices are far away from 

each other, cooperative communication comes into picture. Since 

the relays are used, the selection of relays has to be optimal and 

efficient. For the selection of relays, the base stations play a key 

role. Though the cooperative communication improves the system 

performance and QoS, the user equipment power is extremely 

consumed and this needs to be optimised. 

5.3 Massive MIMO 

Massive MIMO is the physical layer technology for future wire-

less access. The main concept is to use larger antenna arrays at 

both transmitter and receiver side. It provides better throughput 

and spectrum efficiency.  

5.4 Hybrid Automatic Repeat Request (HARQ) Opera-

tion 

HARQ is a combination of automatic repeat request and forward 

error correction. This is supposed to make D2D more robust. 

HARQ with a combination of ARQ and ‘soft combining’ is gener-

ally used. In the soft combining technique, the received error data 

is not discarded anymore, instead it is stored in buffer and will be 

combined in next retransmission. 
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Fig. 7.  Proposed Architecture 

 

5.5 Cognitive Radio 

Cognitive networks play a major role in effective utilization of 

spectrum. They have a class of networks which have the ability to 

change their transmission parameters, thereby enabling more 

communications to run concurrently. It is a software defined net-

work. In SDN, single radio is supposed to work on different 

bands, frequencies or technologies. There are limitations for 

CRNs. There is no complete automation and it requires user inter-

vention for changes to be implemented. There is great security 

concern. The data may be eavesdropped or altered without any 

notice data is decoded. For this to happen the destination node 

needs to be synchronised with the transmitter node. Though it has 

advantages, large amount of resources are to be used. Due to 

merging, there is a chance of losing uniqueness of each packet. 

5.6 Network Coding  

Network coding is a networking technique in which the transmit-

ted data is encoded and decoded to increase network throughput 

and make the network more robust. Unlike the conventional way, 

the packets which are supposed to go for the same destination are 

merged using some algorithms and then sent through the routing 

node. At the destination, the received data is decoded. For this to 

happen the destination node needs to be synchronised with the 

transmitter node. Though it has advantages, large amount of re-

sources are to be used. Due to merging, there is a chance of losing 

uniqueness of each packet. 

6. Key Challenges 

In this section we will discuss the key challenges that are associat-

ed with device to device communication 

• Resource Allocation 

       There are three modes which are common, based on which the 

base station decides to allocate resources to the devices [5]. 

- Cellular Mode: The D2D users communicate which each other 

normally using base station like in current scenarios. The re-

sources are divided equally among the cellular users as well as 

the D2D users.  

 

- Dedicated Resource Mode: The D2D users communicate with 

each other through dedicated resource allocated by the base 

station. This is also known as orthogonal sharing because no 

resource is reused. The remaining resources are divided 

amongst the other cellular users.  

- Reuse Resource of one cellular user: The D2D pair re uses the 

transmission link of one of the cellular devices which has the 

smallest interference between it. This is known as non-

orthogonal sharing. 

- Reuse Resource of more than one cellular user: There is a 

minimum guaranteed data rate and the D2D pair can reuse the 

resources of more than one cellular user.  

The first three methods are what is already proposed. The 4th 

method is a new way for resource allocation which shows an im-

proved throughput result compared to reusing the resource only of 

one user.  

The base station calculates the maximum throughput allowed in 

the above four cases using the Shannon capacity formula and 

hence selects the mode with maximum throughput for optimal 

resource allocation.  

The increasing number of subscribers and need for high data rates, 

there is a need for greater number of channels per unit coverage 

area of the cell. As a result we use cell sectoring. We split the cells 

into sectors by using directional antennas instead of an omnidirec-

tional antenna at the base station. This enhances the channel ca-

pacity. Each sector operates at its own frequency level, reducing 

the interference and improving the Signal to Interference Noise 

ratio. 

In model Fig 6, the cell is sectored into 3 sectors. Each sector can 

have any number of users. This facilitates efficient device-to-

device communication (D2D) by reducing the load on the main 

base station hence providing it with better resource allocation as 

each sector is allowed to use more resource than compared with a 

single omnidirectional antenna. The UEs close to the base station 

will operate normally but those away will use D2D techniques 

depending on the distance between them. The architecture aims at 

maximizing throughput, minimizing latency, enhancing system 

capacity, and efficiently utilizing the licensed spectrum through 

optimal resource allocation.  

• Peer Discovery  

This process should be efficient as the popularity for D2D com-

munication is gaining massive popularity. Another reason for the 

increased efficiency is because to discover the D2D links and 
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establish them. The process of setting up these links needs to dis-

cover the respective devices first. The method of discovery could 

be elaborated on the basis of different perspectives. 

From the user’s perspective, they are classified into: 

− Restricted mode: UEs cannot be detected unless they give the 

permission beforehand. This mode is thus very crucial in 

maintaining privacy and is mainly used in social network ap-

plications like group gaming, context sharing among a group 

etc. 

− Open discovery mode: In this type of mode, UEs can be de-

tected during the duration in which they lie in the proximity of 

the other UEs.  This mode is suitable for public safety purpos-

es, for example when the network coverage is unavailable as 

in the situation like when a natural disaster had occurred.  

From the power consumption perspective, a low power consump-

tion scheme is proposed [7]. They can be classified into: 

− Location information-based discovery: In this, the users report 

their current location information, which will be obtained by 

the location-measuring apparatus, to the location management 

server. The neighbours can be recognized by the server using 

collected information. This type is usually used in social me-

dia services, where the respective setting of an application will 

be changed according to the region they are in. 

− Proximity beacon-based discovery scheme: In this, the peers 

can be detected by a predefined proximity beacon. Each users 

broadcast their own proximity beacon at a specific time to no-

tify the others of their existence in that duration of proximity. 

A major disadvantage of Location information-based discovery 

scheme is that the user has to constantly update their location. This 

increases power consumption and computational overhead. Loca-

tion management server usually breaks down due to huge loads 

involved in managing all the information of the network. Proximi-

ty beacon-based discovery scheme has a higher advantage in terms 

of power consumption which can be greatly reduced by varying 

the accuracy and scope of peer detection. There is usually a trade-

off between them. For example, users can switch to sleep mode 

without receiving beacons from other users in order to save ener-

gy, but might miss the presence of these users. Furthermore, users 

in close could use a low power consumption if the transmission of 

the beacon can be scheduled in more precise way. Users can hence 

reduce power consumption by adjusting the accuracy and scope of 

peer detection. 

 

• Interference Management One of the main challenges is the 

interference from the cellular users. This management is main-

ly concentrated on the under laid networks as it consists of 

both D2D and cellular users and lead to more interference is-

sues. The user suffers from inter-cell and intra-cell interfer-

ence. It depends on the operation mode of the D2D network, 

i.e. uplink and downlink. Several interference management 

techniques have been proposed in various studies, some of 

them are interference avoidance, interference coordination, 

and interference cancellation. 

 

− Interference avoidance: Here, the transmission is manipulated 

to avoid interaction between interfering nodes. An interference 

limited area (ILA) based approach for interference avoidance 

is used. In this, a geographical area around the D2D user is de-

fined. The cellular users falling within that area are not al-

lowed to transmit simultaneously with the D2D users. The ex-

tent of ILA depends on the comparison of interference-to-

signal ratio values at the D2D receiver with a predetermined 

threshold. Also two D2D pairs are not allowed to simultane-

ously transmit. 

 

− Interference coordination: This scheme gain significant rele-

vance in in band D2D communication. It can be classified into 

2 parts: 

o Centralized interference coordination (CIC): It involves the 

supervision of base station. 

o Decentralized interference coordination (DIC): It involves the 

participation of D2D nodes with minimal supervision of base 

station. 

− Interference cancellation: In this technique the receiver is al-

lowed to decode the message by mitigating the impact of in-

terference. 

• Power Control 

Cellular links suffer from high interference from other user 

equipment and the best way to control it would be to control the 

power in the uplink channels. We can do this by setting a maxi-

mum power level for every D2D transmitter. The level can be 

chosen so that the expected degradation level remains at a tolera-

ble level. But the drawback is that it will have to be designed for a 

worst case scenario which will result in wastage of resources. 

7. Security 

The exchange of information between D2D users is more vulnera-

ble due to the exposed nature of wireless communication. A se-

cure communication must satisfy requirements of authenticity, 

privacy, confidentiality, integrity and availability [6]. The follow-

ing security requirements for D2D communication is highlighted. 

 

• Authentication: It is important to protect D2D communication 

from impersonate attacks. The D2D system should be able to 

verify, whether a D2D user is allowed to use the D2D services 

or not. The authenticity between legitimate D2D users enables 

us to uniquely identify each other. This helps to distinguish 

between authorized users and unauthorized users.  

 

• Non repudiation: It is important to know the source of a mes-

sage that a receiver receives. An attacker could act innocent 

and impose the innocent party as the attacker. If non repudia-

tion is guaranteed, the receiver would be able to verify the 

source whether it is legit or not. 

 

• Secure routing and transmission: In presence of adversaries, a 

user should be able to transmit information in a secured man-

ner. It should be ensured that only intended users would be 

able to read any exchanged content.  

 

• Confidentiality: A D2D service should control the data access 

to ensure that only authenticated user can access it.  

 

• Integrity: The goal here is to ensure the transfer of legit and 

real content instead of falsification and modification of any 

content that is exchanged. 

8. Applications 

The most important application for D2D communication is cellu-

lar offloading and hence increased network capacity. Device-to-

device communication can be used for multicasting and in public 

safety announcement systems. In case of an emergency, D2D 

communication can play an essential role. If the cellular networks 

(base stations) are damaged during a natural calamity, then a wire-

less network can be setup using D2D communication to help 

communicate. Social apps will now be able to use proximity fea-

tures identifying other users nearby. D2D combined with IoT can 

support many applications such as vehicle-to-vehicle communica-

tion. This is important in collision avoidance systems. There are a 

wide variety of applications offered for the next generation net-

works by device-to-device communication. 

9. Vehicle-to-Vehicle Communication 

Vehicle-to-vehicle communication (V2V communication) is the 

wireless transmission of data between motor vehicles. The main 
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goal of this type of communication is to prevent accidents by al-

lowing vehicles to send their current location and speed data to 

one another over an ad hoc mesh network [16]. Depending upon 

how exactly the technology is implemented, the vehicle's driver 

may simply receive a warning if there is a risk of an accident or 

the vehicle itself may take proactive actions such as braking to 

slow down. It is expected to be better than the current automotive 

original embedded manufacturers in lane departure, adaptive 

cruise control, blind spot detection, rear parking sonar and backup 

camera because V2V technology enables a 360-degree awareness 

of surrounding threats. The implementation of a V2V communica-

tion system in a vehicle would be costly but it would be efficient 

and it could bring about a whole new insight into the advancement 

of technology [9]. 

 

9.1 Capacity for V2V Communication 

We calculated the ergodic capacity of vehicle to vehicle commu-

nication and how it varies with speed. We plotted the sum capacity 

against varying speeds. We used 2 Algorithms for resource alloca-

tion, where algorithm one maximises the sum capacity and algo-

rithm 2 maximizes the minimum capacity [12].  

 
Fig. 8.  Sum capacity against varying speeds 

 

Here we can see that the sum capacity, which is depicted by algo-

rithm 1 gives higher result than the minimum capacity algorithm. 

This is so because algorithm 1 aims to maximize the sum capacity. 

We can also observe that an increase in the transmit power has a 

relatively constant impact on sum CUE performance in both algo-

rithms 1 and 2 with respect to vehicle speed increase. 

 
Fig. 9.  Minumum capacity against varying speeds 

 

In fig 9, we can see that the minimum capacity which is depicted 

by algorithm 2 produces a higher result. This is because algorithm 

2 aims to maximize the sum capacity. At low vehicle speeds, a 

6dBm increase in transmit power shows gains for both algorithms, 

but at high speeds it’s almost constant. 

 
Fig. 10.  Sum capacity with reduced power 

 

We also plotted the Sum CUE ergodic capacity with a lower max-

imum transmit power, i.e.  10dBm and observed that in this case, 

we cannot choose any one algorithm and say which is better since 

the 10dBm  of algorithm 1, produces lower capacity than the 

23dBm of algorithm 2. 

10. Conclusion 

We can conclude from the results we have obtained that device to 

device communication shows a very promising future. It can pro-

vide speeds of up to 1 Gbps while tackling the current problem of 

lack of bandwidth availability. 

However, in vehicle to vehicle communication, a lot more needs 

to be researched on how it can be made more practical for a traffic 

scenario. From our simulations, we observed that the capacity for 

vehicles can be adjusted by adjusting the transmit power. No one 

algorithm gives a greater result. 
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