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Abstract 
 

In day to day life health awareness and controlling system is important to monitor those patient’s physiological parameters frequently. In 

the recent health awareness environment those usage of IOT innovation organization acquires accommodation of professionals and also 

patients, since they are connected to different medical fields. A sensor node needs to be arranged on the apparent of the patient body will 

gather the entire signal from those wireless sensor and also send them of the body sensor node. Those connected sensor nodes on the 

patient’s body can make in the structure of a wireless body sensor network furthermore they have the capacity with sense those heart beat 

rate, temperature of surroundings. That basic focus to this system may be on transmitting the individuals’ patient’s health watching pa-

rameters through wireless communication in crucial conditions. We propose a secure IOT built health awareness monitoring and will 

check that saline level of the patient.  
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1. Introduction 
 

The sensor network innovation is one of the most crucial technol-

ogies used in the IOT based health care monitoring system [1]. 

The human body capacities and encompassing environment is 

monitor by using the low-powdered and light weight wireless 

sensor hubs. The BSN nodes will efficiently look delicate (life 

critical) majority of the data. According to the recent survey many 

aged people will suffers as of at most one long-lasting disease and 

the old persons cannot take care of them. The body sensor node 

helps to provide information about the healthcare services like 

medical data access and medical monitoring and communication 

with the family members and with the doctor in emergency situa-

tion through the SMS [1].The body sensor networks enhance the 

quality of the life. 

Internet of thing is the most important communication in the 21st 

century. In the environment of IoT all objects of internet commu-

nication and computing capabilities such as micro controller, 

transceivers for digital communication play a major role in our 

day to day. IOT includes a significant number sort of sensors that 

empower a significant number of aged people to enjoy the modern 

health care services anywhere, anytime. The smart device uses are 

used to gather temperature, blood pressure, heart beat and saline 

bottle level which are used to evaluate the health condition of the 

patient [1-3]. 

In this project we have the temperature, blood pressure, ECG and 

heart beat and saline bottle level would monitored eventually by 

using ARM7 and is measured utilizing particular sensors and it 

can be in the screen of the computer and will be monitoring any-

where in the world using internet source. BSN care node will col-

lect and store the data in the processing in local processing unit 

and it sends to database server. The internet link and power source 

must be in the constant requisite in accurate working and once in a 

while observing physiology parameter of body to avoid hazard.  

Since the sensor is detecting or gathering the data once each 10 

seconds and drives to database server. 

 

2. Literature Review 
 

Sensor network is the key advances for those improvements of 

IOT in the health care system, over which a sick man could make 

analyzed utilizing an accumulation of light hubs and sensor light. 

However the advancement for this new framework done in health 

care requisitions without regards to safety makes the security for 

patients vulnerable. In this article they firstly focuses on the safety 

requirement in the modern health care BSN[1].The device will 

detects if a patient is in disorder to the doctor and Rx connected to 

a computer diagram chart for monitored physiological specifica-

tion of the human bodyb[4]. 

Those sensors utilized are temperature sensor, pulse sensor, heart 

beat sensor. These sensors would be arranged on the human body 

which need aid help to monitor the health state without irritating 

that daily calendar of the patient. The data will be sent of the phy-

sician server for the long extent wireless system utilizing GSM. 

The health checking system holds those microcontroller, sensors, 

GSM modem LCD presentation on transmit or receive health re-

lated information of the specialist. Similarly the same GSM mo-

dem is used in the hospital.  
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3. Existing System 
 

The improvement in the body sensor network in the health care 

application had prepared patient observing more easily. Recently 

several researcher and project have been proposed in which have 

been proposed in which it provides continuous patient monitoring 

in open environment. 

This Existing system will provide a few popular researches in 

healthcare system. Code blue [6] [7] is a health care scientific 

project based on BSN and was developed at Harvard sensor net-

work lab. In this existing project several sensors are arranged on 

the surface of the patient’s body which could sense the body and 

transmit the data wireless to the end user. However, code blue’s 

author acknowledges the need of security in medical applications, 

but security is still a major problem in this project. Alarm-net 

comprises of body sensor networks and environmentally friendly 

sensor networks. 

The goal of this object was to report the concerns notable for con-

vention regarding wearable and implantable sensors for dispersed 

mobile monitoring. In spite of NG et al. Suggested and showed the 

universal health care monitoring architecture, it may be for the 

most part recognized that without distinguishing the security to 

wireless health care monitoring, which might make an essential 

prerequisite for human services provisions Concerning illustration 

expressed Toward legislature laws. [8]. 

 

4. Proposed System 
 

In this paper the proposed method uses the Lpc2148 controller as 

a gateway to communicate with the various sensors like tempera-

ture sensor, heart beat sensor and saline bottle level and sends the 

evidence to the net page and then plot the sensor data in graphical 

statistics. The information will be updated from the implemented 

system and the doctor can be accessible anywhere from the world 

through the internet. If any sensor get the abnormal condition the 

message alert will be sends to the predefine mobile number. 

 

 
 

Figure.1. System Design Architecture 

 

The security issue can be addressed by setting a password the user 

can only open the web page and can know the information in the 

critical situation through GSM the data or the SMS alert will be 

send to the predefined mobile number. The proposed system deals 

with the patient health monitoring conditions such as temperature, 

heartbeat, MEMS accelerometer and saline level with sensors and 

informs the data to the web server for plotting the sensor infor-

mation in graphical statistics. We can access the data which is 

updated from the implemented system and can be accessible 

through the internet from anywhere in the world and if any sensors 

gets abnormal condition then we will get SMS alert to predefine 

mobile number [7]. 

 

 

 

4.1 Heart Beat Sensor 

 

Those heart beat sensor is used to measure those heartbeat of the 

tolerant it provides for those advanced digital output of heart beat 

that points when finger may be set on it. It could have a chance to 

be decreased in size. Those attempting voltage of heart beat will 

be +5v DC. It meets expectations on the statement, by the blood 

flow through finger at every pulse by utilizing light regulation. 

The range of a heartbeat sensor varies between 60-100 beats per 

minute. When the pulse range exceeds 100 LED flash will get into 

on condition by giving digital output directly to microcontroller 

for measuring the beats per minute (BPM). 

 

 
Figure 2.1 Hearts Beat Sensor 

 

4.2 Temperature Sensor 

 

Temperature sensor is incorporated information preparing which 

will be used to measure temperature with a produce electrical 

energy linearly proportionate of the centigrade temperature. The 

LM35 sensor essential positive element through straight tempera-

ture sensor, concerning illustration those client need not to aggra-

vate those transformation from claiming kelvin with centigrade. 

Those LM35 will be straightforwardly over Celsius What's more it 

will be likewise utilized in the remote requisitions. Temperature 

may be a standout amongst the greater part by and large measured 

parameter in the globe [9-11].  

There are two types of temperature sensors. 

Non-contact Temperature sensors: Non conduct temperature sen-

sor utilizes radiation and convection to monitor temperature. 

 
Figure.3. Temperature Sensor 

 

4.3 MEMS Accelerometer 

 

Micro-Electro-Mechanical System (MEMS) descried all catego-

ries of units and methods for manufacturing .This tiny material 

have the ranging from 1-100 microns. MEMS devices are general-

ly categorized into two types’ sensors and actuators. Sensors de-

vices gather information from their surroundings and actuators 

will execute the commands. Accelerometer measures acceleration 

by changing capacitance. The mass is fixed and capacitor is varia-

ble. 

MEM is a complete system-on-chip technology. Electrical process 

the data and Mechanical acts on data. MEM is a complete inte-

grated circuit thinking part of a system. MEM is a perception and 

control function .MEMS technology extensively used in many 

applications. 

MEMS is one type of sensor which can senses the person’s effort 

and if there is an irregular movement such as sinking down on the 

surface can be detected. The measured information can be sent 
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through the SMS alert. MEMS act as a key component which can 

sense or detect person movement and variation in blood pressure. 

The MEMS is the slight dimension and ultra-low power consump-

tion because of this application it can also lead to improvement in 

the telemedicine 

 
Figure.4. MEMS working Operations in System 

 

4.4 Saline Bottle Level Monitoring 

 

In our project the infrared sensor will measure saline level. The 

normal saline bottle is of 1000ml.If the saline level is in critical 

point then the SMS alert will be send to the predefined mobile 

number. The nurse can come and change saline bottle. 

 
Figure.4. Saline Level Monitoring 

 

4.5 Internet of Things 

 

The internet of things is a developing network of physical objects 

which has a physical connectivity and communication through IP 

address between objects and internet enable devices [1]. 

 
Figure.5. Internet of Things 

 

The proposed system contains the ESP8266 is the Wi-Fi module 

which is used to connected to the server. So that the Wi-Fi net-

work through IOT the data will be reads on the webpage. In order 

to make a simple TCP/IP connection using Hayes-style commands 

Wi-Fi network is connected to a small module i.e microcontroller. 

The ESP8266 is an ESP8266 with 1 MB about inherent flash, 

permitting g to single-chip devices capable of interfacing to Wi-Fi 

[7][12] 

 

 

 

 

 

 

 

5. Design Flow Chart 

 
Figure.6. System Design Flow Chart 

 

6.  Result Analysis 

 

 
Figure.7 . Saline bottle level 

 

When the saline level reaches critical level then SMS alert will be 

send to the predefined mobile. 

 

 

Figure.7.1.Temperature Sensor Graphical Representation 
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Figure.7.2. The graph shows the temperature is linearly propor-

tional to the Celsius 

 
Figure.7.3. Heart Beat Sensor Graphical Representation 

 
When the heart beat is in critical condition i.e. the circled parts the 

SMS alert will be send to the predefined mobile 

 

 
               Figure.7.4. The variation of the heartbeat of a person. 

 
Figure.7.5. The heart beat rate along with time will be send to the 

web page. 

 

7.  Conclusion 
 

In this object at mainly we must depicted the security and the pro-

tection issues in human services requisition utilizing sensor net-

work. Successively we establish that in spite of the information 

that the vast majority of the popular different medical sensors 

based exploration projects recognize the issues of the safety, and 

then they failed to drive in strong safety services that might be 

preserved patient confidentiality.  
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