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Abstract

This paper briefly presents the recent problems of the world financial system. The analysis of indicators of blockchain technologies has been carried out; their attractive aspects and disadvantages are singled out. Some potential possibilities of using blockchain technologies in various fields of activity are considered. Particular attention is paid to the prospects of application of blockchain technologies in the world financial system, which will allow solving a number of problems of the world financial system itself. The issues (including those of regulatory and institutional nature and predictable social strain as well) that people can face when implementing blockchain technologies in their everyday life, have been noted. The institutional changes in the world financial system that could appear after implementation of blockchain technologies are highlighted.
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1. Introduction

Relevant problems of the world financial system In terms of structural changes in the world economy, the modern global financial system needs significant transformation and, perhaps, even creation of a new international monetary and financial system. These processes undoubtedly affect also the current institutional constraints in the financial sphere. Here are just a few problems that require urgent solutions:

The modern global monetary and financial system has a number of serious shortcomings, primarily related to: the possibility of uncontrolled printing banknotes by central banks, as well as the high volatility of exchange rates of currencies that are included in the basket of national gold and foreign currency reserves (and, as a consequence, high elasticity of prices for imported goods). This, in turn, significantly affects the growth of foreign trade imbalances and the change in cross-boundary commodity and financial flows in favor of developing countries [29];

The gap between the financial and real economy is growing: according to McKinsey Global Institute experts [39], the financial depth of the US economy (the ratio of traditional financial assets to world GDP) increased from 261% in 1990 to 356% in 2010. Wallis and North [49] found that over 45% of the national income of the USA is accounted for by transactions; moreover, in the 20th century, this share grew by 20%. The similar situation is in other countries; some experts of McKinsey Global Institute include shares, various types of state and corporate bonds, and credit obligations among such financial assets.

The dependence of commercial banks on the central bank has become so significant that the banking sector is unable to cover its liquidity need without the help of the central bank [15-16];

There is an increase in the global debt crisis. The global financial crises of the 21st century led to an increase in not only the total public debt (it already exceeds gross domestic product in many countries) but also contributed to a significant increase in debt in the corporate sector; as a result, the shortcomings of the existing international monetary and financial system were revealed [25];

The currency structure of international reserves is increasingly reflecting the changed alignment of economic forces in the world economy: currently, there is a noticeable activation of the processes of internationalization of the Chinese currency. According to Robert Mundell, Nobel Laureate in Economics, whose works were used to develop the euro mechanism, the yuan will almost inevitably become a reserve currency, even if the Chinese government does not do anything for it [2];

There are about 3000 private currencies besides one and a half hundred state ones issued by local emitters and communities: in June 2017, the total capitalization of more than 800 largest privately-owned decentralized cryptocurrencies came close to 100 billion dollars [18]. In particular, the cryptocurrencies have a solid position in the financial markets as an international means of payment along with the fiat currencies issued by central banks. This gave rise to a significant number of problems of the legalization of such nonfiat virtual payment instruments, which are solved in different ways based on national realities in different countries. In turn, heterogeneity in the approaches to the legalization of cryptocurrencies in various countries leads to the need to create supranational institutions that would promote (or prevent) the spread of payments using cryptocurrency among residents of countries where there are differences in views on the process of legalization of such payments (blockchain manages this, but the problem remains unsolved);

according to [46], the number of new rules and regulations adopted by financial regulators increased from 8,769 in 2008 to 14,215
in 2011 and their number continues to grow (with 57% of such documents in North America and 22% in Europe). This set of institutional constraints significantly reduces the effectiveness of the market mechanisms of the global financial system. There are a number of other problems of the modern global financial system.

As part of the study, the authors dwelled on the problems associated with the emergence of technologies such as "blockchain", their practical application in the financial sector of the world economy (including the solution of the problems mentioned earlier and, first of all, the problem of reducing transaction costs) and problems of institutional support for the implementation of these technologies.

2. Brief Analysis of "Blockchain Technology"

According to a recent survey of the World Economic Forum (WEF), most experts and executives in the ICT sector expected that at least 10% of world GDP would be stored on the blockchain platforms by 2025. Deloitte consultants, on the contrary, believe that the introduction of such technologies will occur much faster since the needs for blockchain applications have already been identified in various fields of activity [10].

Let us consider the definitions of the category "blockchain technology" noted in different studies.

Morgan Stanley [7] defines blockchain as "data sharing across a network of individual computers", or, "computers transferring blocks of records in a chronological chain". As such, it is a "distributed ledger".

According to the experts from the Bank of England, blockchain is "a technology that allows people who don’t know each other to trust a shared record of events" [10].

Melan Swan [44] considers blockchain as "decentralized transaction log that is a part of a larger computing infrastructure that also includes storage, communication, file serving, and archiving functions". In accordance with Parker [36], "a blockchain, at its simplest level, is just a corruption-resistant string of ledger entries shared over a network by multiple parties". There is one more definition: "blockchain is a technology of distributed databases (registries), based on a constantly renewed chain of records, and is resistant to falsification, revision, hacking and theft of information" [41].

For Levi [31], it is "the first financial instrument of the emerging netocracy: the global environment, where the idea itself is more expensive than the finances necessary for its implementation".

According to Likhachev [32], "Blockchain is 'nothing more than a diary of records that can be written together and in which it is impossible to forge old records de facto'".

According to the report of the Office of Science of the UK Government [40], this is a "database of assets that can be shared across a network of multiple sites, geographic regions or institutions".

You can find dozens of different authors' definitions of "blockchain" on the Internet. Such heteromorphism (and personalism) in the definition of the category "blockchain technology" noted in different studies.

Advantages and disadvantages of using blockchain technologies

Blockchain technology as a system has both advantages and disadvantages. But its potential expressed in main advantages substantially covers the shortcomings that these technologies still have.

Some researchers [10, 14] have already identified the list of the main advantages of blockchain technologies:

- simplicity expressed in the ability to improve the efficiency of processes and systems, such as making transactions, confirming the authenticity of counterparties' intentions; carrying out some administrative procedures, where efficiency through the use of blockchain technologies is increased by reducing costs when implementing business plans; the rejection of duplicate operations, and the lack of verification of the reliability of information;
- improving the security of information exchange and ensuring confidentiality for users in a shared environment, which, moreover, reduces the risk of fraud or theft in the IT system and improves the quality, reliability, and availability of IT services in real time;
- transparency of information, as it is in the public domain, and can be checked at any time by any user while maintaining its integrity;
- opportunities for the realization of human rights are expanding: the rights of all users here are equal, and the mathematical model as the basis of blockchain technologies is not affected by fraud, corruption, and other negative human factors;
- the opportunity to organize self-government without the need to attract additional intermediaries.

Another advantage of blockchain technologies is the use of smart contracts – solutions that use blockchain technology to create contracts between two (or more) participants, performed in a decentralized environment, where contract terms are implemented by the blockchain system.

Thus, Bigi [3] implemented a decentralized protocol of "smart contracts" using a combination of game theory and formal models as an approach. The authors argue that a decentralized system of intellectual contracts can be a promising technology and deserves to be studied and further developed with the aim of using them in different industries for different purposes.

Kishigami [26] provided a digital content distribution system based on the block system. The analysis showed that the most impressive attribute of the blockchain was the decentralized mechanism of digital rights' management. Nevertheless, the proposed system does not have yet an incentive mechanism for calculating mining, which can make it a difficult task at present.

But, in addition to these remarkable qualities of the considered technologies, a number of researchers have noted their technological and socio-institutional drawbacks. There are some technologic drawbacks of the blockchain [51]:
data throughput: implied throughput in Bitcoin network currently does not exceed 7 tps (transactions per second). As a comparison – VISA (2000 tps) and Twitter (5000 tps). If the transaction frequency increases to similar levels in the blockchain, the pass-through set of blockchain system will need to be improved; blockchain checks every transaction added to the blocked chain to ensure that the input data for the transaction has not been spent earlier, which leads to a significant delay in the transaction and is now a significant problem for the analyzed technologies. To complete the transaction, for example, you need only a few seconds in VISA, which is a huge advantage compared to the blockchain; the existing blockchain interface of applications programming is difficult to use for the development of individual services. It is necessary to develop a more convenient interface of applications’ programming for blockchain; the private key is the main element of authentication and self-certification of transaction control in the blockchain. But there are some problems with authentication. For example, a case when the Bitcoin wallet company at Mt. Gox was attacked has come to our notice. While this attack, Mt. Gox store, which contained the private keys of the company’s customers, was cleaned. In addition to the case with Mt. Gox, it is shown in [4] that the use of cryptography with an elliptical curve that is used in obtaining addresses for bitcoin users is inadequate and does not have the necessary randomness. The problems of fraud with bitcoins are investigated in [47]: with the help of Ponzi, with mining, fraudulent wallet and fraudulent exchanges. The authors noted that the victims of fraud using blockchain technology from September 2013 to September 2014 were 13,000 people for a total of $11 million. Lim [33] analyzed the trend of security violation of bitcoins and the available countermeasures. According to these authors, almost all known types of security violation of the blockchain have already been successfully tested. Among other drawbacks of technologic nature, we should also note the following ones: the problem of energy efficiency in the field of computer technology is not taken into account now. But in some areas, such as mobile cloud computing, this can be one of the main problems in the future [42, 43]. Today, blockchain requires a lot of energy to conduct transactions and verify their reliability [44]: to increase the efficiency of blockchain technologies, it is necessary to significantly reduce the amount of resources wasted. Some methods for improving the energy efficiency of blockchain technologies are proposed by [13]; the size of the blockchain in the Bitcoin network is about 136 GB (as of mid-October 2017) and is constantly growing [50]. According to [1], there is a limit to the number of transactions that can be processed (an average of 500 transactions in one block). If the blockchain needs additional transactions, breaking VISA ground, it is necessary to solve the problem of increasing its size and throughput. Blockchain can change the mechanism of transactions in everyday life, as applications of blockchain technologies are not limited to cryptocurrencies. This technology can be applied in various areas where certain forms of transactions are performed. Investigating the possibilities of blockchain applications is certainly interesting for future research, but at present, the blockchain is experiencing difficulties with technical and technological limitations. Anonymity, data integrity and security attributes are the main problems that should be finally resolved. In addition to the noted technological drawbacks, the blockchain gave us some problems of social and institutional nature. Here are just a few notes that should be mentioned in the study: cryptocurrencies, the circulation of which blockchain provides, many special services consider as an instrument for financing acts of crime (Islamic State of Iraq and Greater Syria, drug trade, arms trading, prostitution, laundering of fraudulent funds, etc.). Therefore, it is required to solve this problem at the national and interstate levels (including the normative level); absence of sanctions for offenses in the sphere of circulation of cryptocurrency: the sanction in this case is only general knowledge about the fact that there is a robber, and no one will deal with him in the future (there are no other sanctions in the system of blockchain?). To resolve such contentious issues related to offenses in the field of using blockchain technologies, it will be necessary to create special national and international institutions; in fiscal space, new problems also emerged – in the case of the cryptocurrency, it is very problematic to fund the budget with taxes, because: transactions in cryptocurrency are nonterritorial (it is unclear to which country pay taxes) and anonymous (who is the payer of the tax and what is the basis for taxation). This gives significant opportunities to completely transfer such transactions into the shadow zone (past the fiscal system). In such circumstances, governmental revenue authority cannot fully perform its functions. While there is a government, it is unlikely that cryptocurrency, dissonant with its economic interests, will be able to seriously compete with fiducial (issued by the central bank) means of exchange. But the circulation of cryptocurrency is already taking place; therefore, these problems require institutional and regulatory solution; according to the former CEO of Barclays Anthony Jenkins [30], due to the introduction of blockchain technologies for the provision of financial services “over the next 10 years, the number of jobs in the financial sector will decrease by more than 50%. This will lead to a reduction of jobs worldwide, from 26,000 to 66,000”. Some experts also believe that the risk of unemployment is likely to be among employees of banks, government authorities, auditors, inspectors, notaries, insurers and record clerks [30]. This social problem also has to be solved as well. Given the global nature of the problems described above, it will be necessary to develop new institutions that determine the mechanisms for circulation of cryptocurrencies taking into account their supranationalism and the use of blockchain technologies in various segments of national and international economy, as well as the problems associated with the possible inspection of institutions that determine mechanisms in the current global monetary and financial system. It is also necessary to make decisions (at least at the state level) to prevent social tensions related to the projected large-scale unemployment in the provision of various services. The problems of perfecting blockchain technologies are linked with these processes with the aim of adapting them to the changing institutional space. It came to be understood that the introduction of blockchain technologies into the general practice leads to significant changes in existing intersubject relations and, as a consequence, to the need to transform the existing system of institutional constraints (including legislative order) in these relations.

3. Prospects for the Practical Use of Blockchain Technologies

During 2017, investments in blockchain technologies in the world amounted to more than $3 billion. This is the highest figure in the history of such investments. In 2016, the volume of investments was $500 million, in 2015 – $495 million, in 2014 – $390 million, and in 2013 – $95 million. Thus, beginning in 2013, various blockchain start-ups raised about $5.4 billion in investment [17]. Modern practice looks attentively to the possibilities of blockchain technologies. The possibilities of their practical use in various sectors of social and economic nature have already declared. The blockchain technologies found their application in management [12]; auditing and accounting for different directions, as well as in compliance with KYC standards (a service that allows for user verification and prevents fraud) and AML (prevention of money laundering) [11]; health care [9, 35]; fee-free international commerce [38]; cargo transportation [48]; the notary [23]; customs operations [6]; patent case and issues to be vote [5]; tourism [22]; education [28]; solving logistics problems [34].
The urgency of active implementation of blockchain technologies in the sphere of finance and financial services is growing (with the aim of reducing transaction costs, in particular; for example, [49]. Here, blockchain technology is planned to be used for changing the existing procedure for conducting financial transactions in the electricity market: transactional model gradually shifts from the use of a centralized structure (banks, exchange houses, trading platforms, energy companies) to the use of a decentralized system—end users, consumers of electricity [37]. In such systems, independent intermediaries are no longer required since operations can be initiated and conducted directly among net members. This will reduce costs and accelerate transaction processes in the electricity market (many tasks previously performed manually will now be handled automatically using "smart contracts"). Some specialists from the Finnish Institute of Economics have a similar approach to solving the problems of the electricity market with the help of blockchain technology [21]; blockchain technologies have already proved themselves well with the support of transactions in the market of cryptocurrencies. This gives grounds to consider them a potential tool for conducting international currency exchange operations with fiduciary money; in the field of joint (joint-stock) investment, blockchain technology is also in demand in accordance with [52]; in the sphere of insurance, according to [27], such giants of the European insurance business as Lloyd's, Allianz, Aegon, Munich Re and Zurich now implement blockchain technologies in their business; to improve the performance of stock market mechanisms [45]: mechanisms for the issue, circulation, storage and recording of securities and their derivatives are now heavily regulated, which leads to an increase in the term of transaction and the share of the service fee of intermediaries in the cost of revenue of operations in the stock market. In addition, there are still opportunities to carry out unfair acts in the securities market. The blockchain technology can solve these problems; blockchain technologies are effective in those systems where the authorship of any action is important, and synchronization of data is reliable. These technologies can be used not only to transfer assets but also to store data of any kind and transfer them in an open and safe way. It is these capabilities of blockchain technologies that can be used in payment systems; in the sphere of bank services, the blockchain technologies take their place as well [20]. In an ideal scenario, the mechanism for implementing blockchain technology in this area can be described in the following simplified way [24]: The modern banking system is a system of accounting books stored in each bank. The blockchain removes a global "accounting book" of transactions out of control of the banking system and places it in a user's computer connected to the network. Financial conglomerates no longer control the system: it is controlled by end users. It is just a comic fantasy of Brian Kelly, for the time being, but tough competition in the banking sector, the increasing demand for Internet payments and other trends related to technological breakthroughs in the 21st century will lead to the need to introduce blockchain-type technologies in the banking sector. Genkin and Mikheev write that "blockchain could become the largest technological innovation in the financial services industry. It has the potential to connect networks of legally significant accounting in the same way that the Internet connects data and information networks. This would increase the efficiency and speed of settlement of accounts, reduce transaction costs and expand the market" [18]. At the same time, blockchain technologies could replace expensive financial intermediaries in financial markets, which would have strong impact on the entire infrastructure of the industry, making its operation more transparent. The introduction of blockchain technologies in the financial markets, according to Giancarlo [19], will lead to savings of $20 billion by financial companies for infrastructure and operating costs per year reducing the cost of settlement of accounts by one third and reducing the funding requirements by $120 billion. However, the use of blockchain technologies in the financial sphere is associated with certain difficulties, primarily of institutional and legal nature, as will be discussed in the next section.

4. Some Regulatory Problems Related To the Introduction of Blockchain Technologies into Our Lives

Let us quote some analysts' forecasts about the consequences of the implementation of blockchain technologies in government control practice: the government itself, the content of its functions and the existing state institutions will require a rethinking (including, if possible/necessary, the decentralization of state power under the influence of the invasion of blockchain technologies in the sphere of public administration). If the government now actively intervenes in the organization and the economy, then when using blockchain technologies, the need to deal with this will significantly decrease, that is, the government will focus on certain functions that enable it to fulfill its mission of protection, social conditions, economic regulation, and protection of conscientious taxpayers. And all the rest will be regulated with the help of blockchain technologies (technology will assume some of the functions of the government), including private initiative, but with some regulation from the government's side. These processes will also affect existing institutional norms and rules. This problem is complicated for the government by the fact that in accordance with [8], it is planned to use blockchain technologies in various spheres of public administration. Thus, the government (as a regulator) should (as a user) force into application some restrictions in the use of blockchain technologies for regulatory purposes: here, once again, there is a conflict of interests of the government as a system. But this is the direction of a separate deep interdisciplinary study.

The blockchain technologies and related concepts (distributed data, "smart contracts", "block chains", etc.) are difficult to fit into the traditional concepts of jurisdiction, responsibility or enforcement. Therefore, according to [8], the consideration of blockchain technologies and related concepts through the prism of jurisdiction will lead to the need to redefine some of the fundamental foundations of law and the reconversion of lawyers, regulators and politicians who will need to acquire new technological skills in order to be able to interpret a new world of decentralized communities managed by automatic relationships with the help of blockchain technologies.

The need for government regulation of blockchain technologies (including the financial sphere) has faced the following problems [50]:

The blockchain is a completely new technology, and, like some others, it is aimed at the technological solution of a number of tasks that were previously solved by state regulation. The problems of double spending, identification of the owner, execution of "smart contracts"—all of them are solved by technological means, and not by legal ones: the action becomes impossible due to asymmetric encryption and the chain of blocks, and not because of legal prohibition and state supervision. Such an approach entails fewer costs but does not take into account extreme situations and does not possess the flexibility inherent in legal regulation. The blockchain technologies allow cross-boundary and global data exchange. Accordingly, to regulate the blockchain system, the same problems are relevant as for the regulation of global networks in general—primarily the problem of extraterritoriality in cross-boundary intersubject relations. Each state has its own traditions in the legal regulation of information technologies; international regulation in this area is minimal. Partly the regulation of cryptocurrency and blockchain refers to the currency, financial legislation and regulation of the securities market, which tradi-
tionally belonged to the national jurisdiction. The only contiguous sphere, in which strong international cooperation (based on the FATF) operates, is the fight against money laundering, but it will be difficult to achieve any international agreements on blockchain on its basis.

The state cannot effectively replace technological relations with legal regulation, but at the same time does not want to give up regulation altogether. The paradigm shift that is required to effectively solve emerging problems takes time, especially in large, inert legal state systems. Apparently, this explains, in particular, the inefficient regulation of relations on the Internet.

Nevertheless, the use of the blockchain in one way or another involves interaction with the legal system. This interaction occurs [50]:

when the objects of law are compared with their reflection in the detachment and bringing them to the corresponding blockchain state;
in assessing the legal consequences of transactions committed by legal entities using blockchain (taxation of income and profit of entities, accounting for their assets);
in disputing transactions that are partially or completely committed in the blockchain (including cross-boundary transactions);
when investigating offenses committed with the use of a blockchain, etc.

The legal regulation of blockchain technologies should be carried out by describing the legal consequences that entail transactions made with the use of such technologies. This will eliminate the known conflict between the legal system that ensures the functioning of the state and the blockchain intended to exclude the participation of the state in separate relations. And if the relations within the blockchain affect the status of the subject of legal relations or form the content of the offense, these relations should be considered in the context of the system of law.

5. Final Provisions

Some of the regulatory and institutional problems described above are already being resolved within the framework of individual national legislation, but most of the problems of implementing blockchain technologies in everyday life are supranational in nature and still await their solution.

The analysis makes it necessary to inspect and, most likely, to transform the existing set of institutional constraints (including regulatory and legal ones) that regulate the processes and systems in which blockchain technologies are implemented or planned for the implementation, given that such implementations essentially change the nature of intersubject relations.

The transformation of the existing institutional base will lead to the emergence of the need for possible adjustments of blockchain technologies toward their adaptation to a transforming set of institutional constraints (including regulatory and legal ones). As a result, we will have to review the institutional constraints again for the "adapted" version of the blockchain...

Such a reflexive process, as a rule, expands time because of its inert legal state systems. Apparently, this explains, in particular, the inefficient regulation of relations on the Internet.
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