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Abstract

In this paper the system is mainly designed for the military purpose security since now-a-days securing our military has become a difficult task. Our live is mainly dependent on other objects mainly we are computer based living and digital image processing plays a vital role in it. This process has much advantage as well as some disadvantage. A VLSI circuit is built with many millions of IC chip, so it is considered to be indivisible for the construction purpose. The internet-of things (lot) is a electronic device which is connected to the vehicle and the building item which is used to generate many secured techniques which is connected with the software, electrical, electronics and mechatronics devices and human resources also. Better Portable Graphics Algorithm with a Context-Adaptive Binary Arithmetic Coding (CABAC) encoding algorithm is used in the existing system this process is affected by the Gaussian noise, low compression ratio and time delay to overcome above issues and enhanced with Secure Better Portable Graphics (SBPG) compression algorithm with HEVC is present. The proposed architecture is suitable for high performance imaging in the IoT and for the high quality compression files and secured transformation of image and video captured in the digital camera. Encryption and watermarking are the two technique used in the process. The watermarking technique is more secure than the previous system. This process produces high quality JPEG, and high PSNR ratio. The scrambling algorithm is used in the encryption process. It is used for providing secured image.

1. Introduction

The process in which the Object recognition method is used for determining the object present in the image or video. It is considered to be a difficult task since the object is detected depending upon various factors like the position of object and object model difference which is relative to the camera and the lighting variation also. Between the frames and the position the desired object can be determined by tracking The efficient and exciting products to market are produced due to the transplanting of ideas. The process in which the Object recognition method is used for securing the image/video communication. The system is more used in the military source and defense. It consists of double layer encryption and 2.watermarking. The process of hiding the data is called the encryption. The robust watermarking is the process used in this System, watermarking is nothing but the process of giving cover image to the system. Brittle is known as the side channel attack, which makes the process of giving cover image to the frame, when the hacking is held the data cannot be changed and the cover image is corrupted and the frame remains same. The SBPG encoding consist of several advantages over JPEG compression including high quality with lower size than JPEG, which makes it suitable for real time applications and bandwidth requirements. The aim of this process is to secure the video/image communication by using internet of things and to overcome

- Low compression ratio.
- Reconstructed image affected by Gaussian noise.
- External disturbance and error.

2. Novel contribution of this paper

The secured better portable graphics algorithm (SBPG) is used for the secured video communication process which can be highly used in the military source and defense. It consists of double layer encryption and 2.watermarking. The process of hiding the data is called the encryption. The robust watermarking is the process used in this System, watermarking is nothing but the process of giving cover image to the system. Brittle is known as the side channel attack, which makes the process of giving cover image to the frame, when the hacking is held the data cannot be changed and the cover image is corrupted and the frame remains same. The SBPG encoding consist of several advantages over JPEG compression including high quality with lower size than JPEG, which makes it suitable for real time applications and bandwidth requirements. The aim of this process is to secure the video/image communication by using internet of things and to overcome

3. Proposed architecture for SBPG

Image and video compression

The process in which detecting an object is considered to be difficult. The process in which our main aim is to introduce better Portable Graphics (SBPG) compression algorithm for securing the image/video communication. The system is more used in the civil application. It is being implemented in the robotics so that it is able to perform a set of task, make a decision on fly and interact with their surroundings. The process can reduce...
the redundancy between the blocks in the HEVC frames. The process in which JPEG achieves higher compression ratio with smaller size.
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**Encryption**

The conversion of electronic data into another form, and which cannot be easily understood by anyone except authorized parties is called the encryption. The digital data stored on computer system or transmitted via internet or any other computer system is protected by the encryption process. In early time people are not able to read so writing the secret message was enough but the encryption was developed which covert the message to a secret code moreover the contents are reordered or replaced with the help of characters, numbers, symbol etc. In the security of IT system and modern communication the encryption plays a vital role. In the usage of IoT encryption is also used in the military and government for securing communication. In many kind of civilian systems encryption is used for protecting information. The encryption is divided as,

- Symmetric encryption
- Asymmetric encryption.

The early time used method is the symmetric process which uses the letters, characters, symbol etc, which is applied to the message and it is used for securing the data. The major problem occurred in the internet or any other largest network is preceded with the help of asymmetric encryption. The frames of the video are first encrypted and the process takes place.

**Scrambling algorithm**

Video scrambling is mainly used in the encryption system; they are preceded in the binary values. It is used in the broadcasting video streams. The process in which image or video of the first frame and the second frame are compared to find out the absolute different value where the same values are considered till the n\textsuperscript{th} process and the different values are rejected the process is continued till the end of the N number of frames. Noise filter is used in the system so that the distortion can be removed easily. The binary image storage to the corresponding pixel image in the RGB key is also noted.

**Watermarking**

Robust watermarking is the technique used in this process which is used for the hiding purpose, when it resists a designated class of transformations. The process of hiding digital information in the form of carrier signal is called watermarking, but the carrier signal does not have any contact with the hidden information. The watermarking mainly depends on the use case. Source tracking is considered to be the main application of watermarking. The watermarking is divided as

1. Fragile watermarking
2. Semi-fragile watermarking

The slit change or modification indentified is called fragile watermarking. The interior proof system is used in the fragile watermarking. During the transformation the process which resist is called the semi-fragile watermarking. The watermarking is applicable in copyright, tracking, and broadcast monitor. After the data is encrypted the watermarking is held, which provide a cover image to the frame, so that it cannot be read by the other parties.

**Compression**

Encoding information using data compression, source coding converts large bits to smaller bits in signal processing. The two types of compression are lossy and lossless compression. The process of eliminating redundancy and identifying bits are called lossless compression. Dropping non essential detail is called lossy compression. After the data is encrypted the watermarking is held with the help of secured better portable graphics algorithm. When it is compressed the numbers of frames are noted.

**Decompression**

Source encoding converts smaller bits to larger is called decompression. The opposite process of compression is the decompression. The compressed files are decompressed using the secured better portable graphics algorithm, so the number of frames is converted to the image/video form.

4. **Result and analysis**

**Encryption using AES**

The process of encryption in AES architecture. The process is carried out by the frames from the input video and the key whose size is also 128 bit such as “VLSI”. The encryption process produces the cipher text of 128 bits after 10 rounds of processing, as shown above.
Figure 4.1 explains the process of image conversion using the encryption method so that the above image will not be corrupted.

Figure 4.2: Image convertor to HEXA

Figure 4.2 in which the image is converted to the hexa value through which the data cannot be visible. The total number of frames is also converted to the hexa.

**Simulation of watermarking**

Figure 4.3: Simulation of watermarking

Figure 4.3 in which the watermarking is implemented. The process of providing cover image to the frame, so that it can be easily secured from the side channel attack.

**Simulation of AES Decryption**

It explains the decrypted file where the frames are then converted to the video using the SBPG algorithm and the values are assigned.

Figure 4.4: Simulation of AES Decryption

Figure 4.4: Simulation of AES Decryption

Figure 4.5 represents the block compressor of the system where the blocks are being shown.

Figure 4.5: RTL view

**Schematic representation**

The number of chip used in the system are been represented through this block.

Figure 4.6: Schematic representations

**5. Conclusion**

With the wide use of internet this work is focused to implement the internet technology to establish a system which would communicate through internet for better health. Internet of things is expected to rule the world in various fields but more benefit would be in the field of healthcare. Hence present work is done to design an IOT based secure video communication. In this work, for secure video communication double layer protection scheme is used. Double layer protection means encryption and watermarking are used. For encryption advanced encryption standard is used and robust watermarking is used for watermarking. The data is sent to
the destination via a secure channel. From the experimental results this method provides better security than previous schemes.
In future fragile watermarking is used for improving security of video communications. Fragile watermarks are commonly used for tamper detection (integrity proof). To verify the authenticity or integrity of carrier signal digital watermarking may be used, which is used to identify the tracing copyright.
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